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	CT1 asked SA2 in LS (S2-181437) to clarify if the UE Policy is delivered directly in NAS with AMF responsible to ensure reliable delivery, or the UE Policy is delivered using an end-to-end protocol between UE and PCF and AMF is solely provding transport of messages. 

As analyzed in S2-182054, in the current design of TS 23.503, AMF should not be aware of the UE Policy contents or formats. In addition, the PCF who is in charge of the UE Policy handling, including splitting or update, needs to know not only the message delivery status, but also the correct storage of policies at the UE. Therefore, Alt-B of the CT1 discussion, i.e. PCF uses a end-to-end protocol to delivery the UE Policy, should be chosen. Furthermore, in the roaming case, the V-PCF should handle the UE Policy delivery, as it needs to merge in the VPLMN components. 
Therefore, it is necessary to make these aspects clear in the stage 2 text, such that CT1 can develop the corresponding protocols. 
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>>>>Start Changes<<<
6.1.2.2.2
Distribution of the policies to UE

The UE access selection and PDU Session related policy control policy control enables the PCF to provide UE access selection and PDU Session related policy information to the UE, i.e. UE policies, that includes either Access network discovery & selection policy (ANDSP) or UE Route Selection Policy (URSP) or both using Npcf and Namf service operations.

For reliable policy delivery, an end-to-end delivery protocol is used between the PCF and the UE. The protocol uses a packet header to identify if the packet requires an acknowledgement or is an acknowledgment and to allow detection and elimination of duplicate packets at the receiving endpoint. If PCF indicates the requirement for an acknowledgement, UE shall send the end-to-end protocol acknowledgement to the PCF transparently via the AMF. The PCF uses the acknowledgement to decide on the appropriate actions, e.g. re-transmission of the UE Policy. In the case of roaming, V-PCF is the termination point of the end-to-end deliveyr protocol and handles retransmission if needed. 
NOTE 1: The end-to-end selivery protocol used by PCF and UE is defined in stage 3 specification.  
The PCF may provide the UE access selection and PDU Session related policy information at the initial Registration procedure, or when the operator policies indicate that the conditions for updating the UE are met, i.e. at change of UE location or at mobility with change the AMF, or at any time, as defined in TS 23.502 [3]. Operator defined policies in the PCF may depend on input data such as UE location, time of day, information provided by other NFs, etc as defined in clause 6.2.1.2.

The PCF ensures that the end-to-end delivery protocol data unit that contains the UE access selection and PDU Session related policy information, delivered to the AMF, is under a predefined size limit. If this predefined limit is exceeded then PCF provides a list of self-contained UE access selection and PDU Session related policy information to the UE, via AMF.  The PCF delivers the policies in the end-to-end delivery protocol to the UE transparently via the AMF. 
NOTE 2:
How the UE access selection and PDU Session related policy information is split by PCF, e.g. one UE access selection and PDU Session related policy information for ANDSP and UE access selection and PDU Session related policy information for URSP, is described in TS 29.507 [13].
The AMF forwards the end-to-end delivery protocol message that contains the UE access selection and PDU Session related policy information to the UE. The UE replaces the UE access selection and PDU Session selection policies by the one provided by the PCF of the same type, e.g. UE access selection and PDU Session selection policies of type URSP or of type ANDSP.

NOTE 3:
The AMF does not need to understand the content of the UE policy, rather send them to the UE for storage.

The PCF updates the UE only if new or modified UE access selection and PDU Session related policies are needed in the UE.

Editor's note: Whether UE provides any policy identifier to inform the NW on the stored UE policies and in which procedure is provided, e.g. at initial registration or in a different procedure is FFS.

The PCF maintains the list of UE access selection and PDU Session related information delivered to each UE.

NOTE 3:
The size limit to allow the policy information to be delivered using NAS transport is specified in TS 29.507 [13]. The size limit is configured in the PCF.
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